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RECORD NO: 56

360 ASSESSMENT EXERCISE FOR
MANAGERS AND NON-MANAGERS

Record 56 of processing operation “360 assessment exercise for managers and

non-managers

Date of last update 8/7/24

Name and contact details of DPO Dataprotection [at] enisa.europa.eu

External contractor PerformanSe, only for the specific 360 degrees assessment
exercise and only for the participants officially invited to take part in the exercise
(reviewees and reviewers). This service has been contracted by ENISA via a
contract framework order form, subject to ENISA’s general terms and conditions,
and is a repetitive exercise, in line with ENISA's EDD No.11/2024 on the Strategic
Workforce Planning of the Agency .

The 360 assessment is conducted with the use of the data processor’s application,
which is stored in GlobalSP data centre (sub-processor), under specific contract
with the data processor and hosted within EU.

Name and contact details of processor

EUROPEAN UNION AGENCY FOR CYBERSECURITY




Description of data subjects
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- Managers (Executive Director, Heads of Units, Team Leaders, Heads of Sectors)
who are undertaking the 360 evaluation (reviewees).

- Staff members who are undertaking the 360 evaluation (reviewees).

- Staff members (reviewers) who are invited to contribute to the 360-assessment
exercise for managers (reviewees).




The individual assessments will be deleted by the data processor as soon as

possible after the aggregated reports are sent to the ENISA’s HR.
Time limits (for the erasure of data)

The aggregated reports will be deleted by ENISA’s HR as soon as possible, upon
completion of the overall exercise.

No transfers of personal data outside the EU/EEA are taking place. The data
processor has committed, under the contract with ENISA, to put in place all
necessary safeguards foreseen under Chapter V GRPR if any future transfers take
place.

Transfers to third countries

Privacy statement Available to the users of the platform
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