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AGENDA 

CONFERENCE 01 OCTOBER, 2024 AT 09.30 AM 

LOCATION OF CONFERENCE HOTEL THON BRISTOL STEPHANIE, BRUSSLES, BELGIUM 

TIME SESSION NAME SPEAKERS / PANELLISTS 

9.30-10.00 Registration & Coffee   

10.00-10.05 Welcome & opening  • Apostolos Malatras (ENISA) 

CTI FRAMEWORKS, ASSESSMENTS, AND MATURITY 

10.05-11.05 

Overview of cyber threat 

intelligence 

Cyber Threat Intelligence 

Lifecycle 

Threat Intelligence 

Platforms and Tools 

1. Olivia Hayward (DCSO) - How knowledge of 

foreign languages can contribute to CTI  

2. Tomas Momcilovic (Fortiss) - Enhancing LLM 

Robustness: Proactive Approaches to Adversarial 

Threat Intelligence  

3. Marc Vael (ISACA) - Hybrid CTI: Benefits and 

challenges – a story from the trenches.  

11.05-11.30 Coffee break  

THREAT ACTORS, TOOLS, AND INCIDENT RESPONSE 

11.30-12.30 

Threat Intelligence Analysis 

and AI 

Using open-source 

intelligence (OSINT) and 

technical intelligence 

(TECHINT) for analysis 

4. Valentino de Sousa (Accenture) - GenAI Cyber 

Threat landscape 

5. Arda Büyükkaya (EclecticIQ) - Rebranding of the 

Caffeine Phishing Kit Targeting Financial 

Institutions 

6. Richard Meeus (Akamai)- Lessons from 

analysing global traffic: Europe's rise as the top 

DDoS target 
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12.30-13.30 LUNCH 

CASE STUDIES AND PRACTICAL APPLICATIONS 

13.30-14.30 

Threat Hunting and 

Detection 

Incident Response and 

Threat Mitigation 

Threat Intelligence Sharing 

and Collaboration 

7. James Tytler (S-RM) - Exploring a case involving 

two simultaneous compromises 

8. Yuichi Takahashi, Jin Ito, Loïc Castel 

(CyberReason) - Analysing NOOPDOOR from an 

IR Perspective 

9. Mohammad Kazem (WithSecure) - Reverse 

engineering a Russian implant  

14.30-14.45 Coffee break    

SPECIFIC CTI CASES AND THREAT INTELLIGENCE 

14.45-15.45 

Industry experts discussing 

upcoming sectorial or 

topical challenges and 

opportunities in the field of 

cyber threat intelligence. 

10. Peter Venesz (AutoISAC) - How the Automotive 

ISAC works to gather cyber threat intelligence  

11. Anastasios Pingios (Spycollection.org)- Why 

nation-state actors target the hotel industry 

12. Christina Schindlauer (Europol EC3) – 

Enhancing criminal investigations: The role of CTI 

in LE 

15.45-16.00 Coffee break    

GEOPOLITICAL CONTEXT AND BROADER STRATEGIES 

16.00-17.00 Geopolitics and CTI 

13. Pablo Bentanachs (RecordedFuture)- The 

Cyber-Geopolitical Connection: Exploring the 

Nexus 

14. Martin Stehlik (Whalebone) - Shielding Europe: 

Leveraging CERT Insights for Advanced Threat 

Intelligence 

15. Riccardo Michetti, Luigi Martire (Tinexta Cyber) 

- From Detection to Attribution 

17.00-17.05 Closing and final remarks  

17.05-18.30 Networking cocktail  

 


