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IMPLEMENTING ACT 2024/482 OF THE EU CYBERSECURITY ACT
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COMMISSION IMPLEMENTING REGULATION (EU) 2024,'482
of 31 January 2024

laying down rules for the application of Regulation (EU) 2019/881 of the European Parliament and of
the Council as regards the adoption of the European Common Criteria-based cybersecurity
certification scheme (EUCC)
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EUSG
for eUICC (“type of” eSIMs) certification

elDAS/wallet

may mandate EUCC certification or reuse EUCC certificates as a presumption of conformity
for assurance level high under elDAS

Al feasibility study

to analyse how to reuse EUCC certification, additional cybersecurity objectives and where different
evaluation methods would be necessary

Cyber Resilience Act (CRA)

how to use EUCC certificates for presumption of conformity to CRA essential requirements as defined in
Annex |

Managed Security Services
By reference to NIS2, including skills (a precondition to carry out authorized roles) in the DSM




STANDARDISATION FOR CERTIFICATION & POLICY
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Thank you for your attention!

Join us at:
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