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● Notifications of 
incidents and 
intrusion attempts
● regulated 

(mandatory)
● voluntary

● Sector-specific  
(anonymous)

   

Future additional Sources
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Envisaged Future Use of Threat 
Landscape Information
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„Dynamic“ list of top threats and vulerabilities

Prioritized recommendations for  
IT-security safeguards in the 
IT-Grundschutz catalogues
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Links

 The State of IT Security in Germany 2014 (en)

https://www.bsi.bund.de/EN/Publications/SecuritySituation/
SecuritySituation_node.html


