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Workshop on Network and Information Security in the EU 

Date: 17-18 October 2016 

Location: Bratislava, Slovakia 

Venue: Borik Hotel - http://www.hotelborik.com/en/  

 

 
 

DAY 1: 17/10/2016 NISD, NATIONAL CYBER SECURITY STRATEGIES AND CIIP 

12:30 – 14:00 Networking lunch and welcome coffee 

Welcome  Evangelos OUZOUNIS, Head of Secure Infrastructure and Services Unit, ENISA 

14:00 – 14:10 
Opening speech - Rastislav JANOTA, Head of Information Security and Electronic Signature Department of 

National Security Authority, SK 

14:10 – 14:30 
Cybersecurity for the Digital Single Market, Jakub BORATYNSKI, Head of Unit Cybersecurity and Digital 

Privacy, DG CONNECT 

14:30 – 14:50 NCSS Updated Good Practice Guide study presentation – Anna SARRI, Officer in NIS, ENISA  

14:50 – 15:10 
Cyber Security Concept of the Slovak Republic (2015-2020) – Rastislav JANOTA, Information Security and 

Electronic Signature Department Director, National Security Authority  

15:10– 15:20 
Coffee break  

(Join us for the event’s “family” photo) 

15:20 – 15:40 Croatian Strategy towards Cyber Security – Vinko KUCULO, Office of the National Security Council of Croatia 

15:40 – 16:00 The Malta Cyber Security Strategy :  A Practical Approach – Keith CILIA-DEBONO, Malta Information 

Technology Agency 

16:00 – 16:20 
Critical Information Infrastructures Protection in France - Yves VERHOEVEN, Agence nationale de la sécurité 

des systèmes d’information France 

16:20 – 17:00 
Panel discussion: Challenges of implementing a National Cyber Security Strategy, and wrap up of day 1 

Moderator: Dimitra LIVERI, Expert in NIS, ENISA 
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DAY 2: 18/10/2016  NISD, CIIP, DSP SECURITY MEASURES, DSP INCIDENT REPORTING 

9:00 – 9:30 Welcome coffee 

9:30 – 09:50 
Security Requirements and Incident Reporting in the NIS Directive, Aristotelis TZAFALIAS, Policy Officer, 

Cybersecurity and Digital Privacy, DG CONNECT 

09:50– 10:10 
Network and Information Security in Critical Infrastructures - the German IT-Security Law – Dr. Rotraud 
GITTER, Federal Ministry of Interior 

10:10 – 10:30 
Transposition of NIS directive into Czech national framework - challenges and opportunities – Taťána 
JANCARKOVA, Czech Republic National Security Agency 

Working Session 1: Security measures for Digital Service Providers  

10:30 – 11:10 Security measures for DSPs presentation and validation– Dimitra LIVERI, Expert in NIS, ENISA 

11:10 – 11:30 Coffee break 

11:30 – 11:50 Cloud computing compliance controls C5 – Held MARKUS, BSI DE   

11:50 – 12:10 Harmonizing Cybersecurity Risk Management, Creating Effective Security Baselines – Jan NEUTZE, Microsoft 

12:10 – 12:30 Security measures , Google’s approach – Sandro Gianella, Google 

12:30 – 14:00 Lunch Break and Coffee 

Working Session 2: Incident Reporting for Digital Service Providers 

14:00– 15:00 Incident reporting for DSPs presentation and study validation – Dan TOFAN, Expert in NIS,  ENISA 

15:00 – 15:20 Incident Reporting in the NIS Directive, an Industry View- Jan NEUTZE, Microsoft 

15:20 – 16:00 
Panel discussion: Challenges in the implementation process of the NIS Directive, and wrap up of day 2 

Moderator: Dan TOFAN, Expert in NIS,  ENISA 
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