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DISCIPLINARY PROCEDURES

Record 21 of processing operation “Administrative inquiries and disciplinary
procedures”

Date of last update 4/9/2024

Name and contact details of DPO dataprotection [at] enisa.europa.eu

Name and contact details of processor N/A

All ENISA statutory staff and SNEs. The data subjects include the person being
Description of data subjects investigated, witnesses, third parties (persons merely quoted in the file) and alleged
victims (of psychological or sexual harassment for instance).
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Time limits (for the erasure of data)

Transfers to third countries

Privacy statement

In the context of preliminary assessment and when the case is dismissed, the data
is kept for a maximum of 2 years after the adoption of the decision that no inquiry will
be launched;In the context of the administrative inquiry file, including the collection
of evidence and interviews of individuals, there are three possibilities: i) the inquiry
is closed without follow-up, ii) a caution is issued or iii) the ENISA Appointing
Authority adopts a formal decision that a disciplinary proceeding should be launched.
For cases i) and ii), a maximum of five-year-period from closure of the investigation
is considered to be a necessary retention period, taking into account audit purposes
and legal recourses from the affected individuals. For case iii), ENISA shall transfer
the inquiry file to the disciplinary file, as the disciplinary proceeding is launched on
the basis of the evidence collected during the administrative inquiry.In the context of
pre-disciplinary proceedings, in line with Article 26 of the EC Decision C(2019) 4231
of 12.06.2019, where the ENISA Appointing Authority decides to address a warning
to the person concerned pursuant to Article 3(1)(b) of Annex IX to the Staff
Regulations, it shall be inserted in his or her personal file. The person concerned has
the right to add comments on the warning, which shall also be inserted in the
personal file. After 18 months of the date of the warning, the person concerned may
ask the Appointing Authority to have it removed from his or her personal file.In the
context of disciplinary file, ENISA takes into consideration the nature of the sanction,
possible legal recourses as well as audit purposes to set up a maximum retention
period, after the adoption of the final Decision. If the decision acquits the staff
member, it is retained in the personal file (10 years after the last pension) with the
agreement of the staff member. If the decision imposes sanctions, the staff member
may submit a request, under Article 27 of Annex IX to the Staff Regulations for the
deletion, otherwise it is retained in the personal file (10 years after the last pension
payment).

No transfers outside EU/EEA are foreseen.

Available on ENISA's intranet for all ENISA staff.
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