
 

 

RECORD NO: 78 

EUROPEAN VULNERABILITY 
DATABASE 

Record 28 of processing operation “European Vulnerability Database” 

Date of last update 10/03/2025 

Name and contact details of controller ENISA, Operations & Situational Awareness Unit, osa [at] enisa.europa.eu 

Name and contact details of DPO dataprotection [at] enisa.europa.eu 

Name and contact details of Joint Controller N/A 

Name and contact details of processor 

• www.cve.org operated by the MITRE Corporation (“MITRE”) 
(https://www.mitre.org/) as ENISA has been accepted as a CVE Numbering 
Authority (CNA) 

• European Commission EU Survey tool, for collection of feedback of EUVDB 
visitors 

Purpose of the processing 

The purpose of the processing operation is ENISA to be able to assign CVE IDs to 
vulnerabilities, operate the EU vulnerability database and be able to receive 
feeback to the EUVD website maintained by ENISA, pursuant to art.12(2) of 
Directive (EU) 2022/2555. 

Description of data subjects 

• ENISA staff members being appointed to interact with cve.org and have a user 
account at the aforementioned website 

• Visitors of EUVBD website, operated and maintained by ENISA, who wish to 
provide feedback through the relevant feedback form 

Description of data categories 

• For ENISA staff members accessing cve.org: first name, last name, email 
address, IP and logs of actions taken when connecting to the platform 

• For visitors to EUVDB website providing feedback: email address and 
feedback content 

Time limits (for the erasure of data) 

• For ENISA staff members, data are retained by cve for as long as they are 
registered to cve.org 

• For EUVDB visitors providing feedback, data are retained up to 6 months after 
it was submitted 

Data recipients 

Dedicated cve.org staff managing users' details, dedicated ENISA staff members 
for EUVDB feedback and dedicated staff of EU survey platform providing 
technical support. The data may also be available to EU bodies charged with 
monitoring or inspection tasks in application of EU law (e.g., internal audits, 
European Anti-fraud Office – OLAF). 

Transfers to third countries 

Data transfers of ENISA users of the CVE.org platform takes place pursuant to art. 
50 (1) (a) of Regulation (EU) 2018/1725 

Data transfers of visitors feedback data outside EU/EEA does not take place. 



       
 

 

Security measures - General description 

General security policy and technical/organisational measures applicable to 
ENISA's internal IT systems and ENISA's website. Security measures of ENISA's 
processor (under specific contract with ENISA). Restriction of access to events 
participants data based on need-to-know basis. 

Privacy statement A data protection notice is available to ENISA users and visitors of the platform. 

 


