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Uptake of:
• ENISA’s recommendations by Member States and stakeholders to implement EU legislation.
• Recommendations from the State of Cybersecurity in the Union (NIS2 Article 18 report).
• The European Cybersecurity Skills Framework within Member States (%).
• ENISA's secure infrastructure and tools.
• The number of EU certification schemes developed and maintained, number EU regulations making 

reference to Cybersecurity Act, number of active National Cybersecurity Certification Authorities (e.g. 
issuing European certificates).

• The number of identified future and emerging areas reflected in the policy initiatives and interventions.

Establishment and Deployment of:
• The EU Cybersecurity Reserve of which administration and operation is to be entrusted fully or partly to 

ENISA and used by Member States and EUIBAs and on a case by case basis DEP associated third countries.
• The EU Vulnerability Database operated by ENISA.
• The reporting platform under Cyber Resilience Act is established within 21 months of the entry into force 

of the Regulation and successfully operated.

Satisfaction Level of:
• ENISA’s capacity building activities (e.g. exercises, trainings).
• ENISA’s support to the implementation of the CRA (Market Surveillance Authorities) and the European 

Cybersecurity Certification Framework.
• ENISA ability to contribute to common situational awareness through accurate and timely analyses 

of incidents, vulnerabilities and threats.
• The support to the operational cybersecurity networks.

How will ENISA measure the 
implementation of its new strategy?

Strategy Indicators


