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CYBERSECURITY
CERTIFICATION

JANUARY

FOCUS ON THE
IMPLEMENTING ACT

THE EUROPEAN COMMISSION 1S PUBLISHING
THE IMPLEMENTING ACT DEDICATED TO EUCC,
THE COMMON CRITERIA BASED EUROPEAN
CYBERSECURITY CERTIFICATION SCHEME.
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AFTER PUBLICATION. A PERIOD ONE ONE YEAR 15 STILL NEEDED BEFORE DELIVERING CERTIFICATION.
IT GIVES THE ECOSYSTEM TIME TO PREPARE :

SOLUTIONS
PROVIDERS

* DECISION ON THEIR MATIONAL CERTIFICATION STRATEGY
« TRANSITION FROM EXISTING CERTIFICATIONS TO THE EU ONES

* ACCRENITATION BY THE NATIONAL ACCREDITATION BODIES.
* LJHERE NECESSARY AUTHORIZATION AND NOTIFICATION BY THE NCCAS

* PLANNING AND ENGAGING RESOURCES TO CERTIFY

* N THE CASE OF EUCC. THOSE ALREADY ENGAGED UNDER A NATIONAL
COMMON CRITERIA ASSESSMENT SHOULD GO ON THEIR EVALUATION,
ENISA IS DEVELOPING GUIDANCE FOR THE TRANSFORMATION OF SUCH
CERTIFICATES INTO EUCC ONES. EXISTING NATIONAL CERTIFICATES WILL
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PUBLIC CALL
FOR COMMENTS

AND VOTE OF A DEDICATED EXPERT
COMMITTEE REPRESENTING ALL EU
MEMBER STATES.
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IMPLEMENTING
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5065 (C

THE IMPLEMENTING ACT DEDICATED
TO EUCC IS BASED ON EXISTING
MEMBER STATES SCHEMES

https://videos.enisa.europa.eu/w/obA5BmahdjvEXmdvNgZCyC

REMAIN ACTIVE UNTIL THEIR INITIAL END OF VALIDITY,
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DRAFT CERTIFICATION
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CONTAIN MANDATORY
REQUIREMENTS IN THEIR CORE
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SUPPORTED BY A SERIES
OF GUIDANCE DOCUMENTS
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Adoption of EUCC as Commission Implementing Regulation (EU)

2024/482 of 31 January 2024
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